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Executive Summary  
 

 

lobally, initiatives for sharing non-personal data (NPD) are being explored to formulate 

frameworks, principles, codes, and mechanisms on different aspects such as: upholding 

data rights, ensuring trust, fostering fair competition and innovation, protecting consumers, 

preserving intellectual property, promoting research, enabling legitimate aims of the state, 

and spurring economic growth.1  

 

These initiatives are being led both by the industry and the government. India has also taken 

a step forward in this direction and thus constituted a Committee of Experts (CoE) on the NPD 

Governance Framework, which has recently released its Report (the Report).2 

 

One of the key rationales of the Report pertains to unlocking the economic value of data for 

ΨǇǳōƭƛŎ ƛƴǘŜǊŜǎǘ ǇǳǊǇƻǎŜǎΩ and establishing community rights in data. In this regard, the Report 

recommends sharing NPD for spurring innovation with appropriate safeguards. Despite 

having the right intent, there seems to be a broken linkage between the rationale of the 

Report and pieces of evidence, assumptions, observations pertaining to market failures; 

regulatory gaps; nature of data; linkage between data access and sharing; intended economic 

and societal benefits; infrastructure and policy maturity to adopt the proposed data sharing 

practices.3  

 

This raises questions about its perceived objective and risks of unintended consequences and 

costs. It is therefore vital to dispassionately examine the NPD sharing mechanisms proposed 

by the Report.    

 

To this end, this study undertaken by Consumer Unity & Trust Society (CUTS International) 

offers an analysis of the Report in two phases. In this report of the first phase, the report has 

been dissected from three analytical perspectives as illustrated below:  

 

 
1  For instance, see Analytical report on EU law applicable to sharing of non-personal data, 

https://eudatasharing.eu/sites/default/files/2020-
02/EN_AR%20on%20EU%20law%20applicable%20to%20sharing%20of%20non-personal%20data.pdf 

2  https://static.mygov.in/rest/s3fs-public/mygov_160975438978977151.pdf 
3  https://cuts-ccier.org/pdf/comments-on-revised_npd-governance-framework.pdf 

G 

 
 

https://eudatasharing.eu/sites/default/files/2020-02/EN_AR%20on%20EU%20law%20applicable%20to%20sharing%20of%20non-personal%20data.pdf
https://eudatasharing.eu/sites/default/files/2020-02/EN_AR%20on%20EU%20law%20applicable%20to%20sharing%20of%20non-personal%20data.pdf
https://eudatasharing.eu/sites/default/files/2020-02/EN_AR%20on%20EU%20law%20applicable%20to%20sharing%20of%20non-personal%20data.pdf
https://eudatasharing.eu/sites/default/files/2020-02/EN_AR%20on%20EU%20law%20applicable%20to%20sharing%20of%20non-personal%20data.pdf
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1) Baseline Scenario Assessment (BSA): Through undertaking the BSA, the assumptions 

behind the rationale, intent, objectives and approaches of the Report have been assessed 

by conducting an in-depth secondary literature review. The assessment indicates that 

making assumptions around nature; value and benefits from data sharing; policy maturity 

and market needs; targeted market and regulated failures should be foregrounded within 

evidence, market readiness analysis and assessment of infrastructural capacities with 

clearly defined safeguards. This is paramount as formulating assumptions without clear 

direction can lead to misalignment of incentives, regulator overreach, exclusion errors, 

increase in compliance, disincentivising innovation and investments, as indicated from the 

existing literature. 

 

2) Comparative Jurisdictional Analysis: This analysis was undertaken through examining the 

parameters of - assumption behind rationale and goals; targeted market and regulatory 

failures; policy maturity; market mapping and needs assessments; and the process 

followed by nineteen data-sharing frameworks/strategies/policies across various 

jurisdictions both at umbrella and sector level. This analysis aimed to explore learnings, 

alternatives and good practices available in other jurisdictions concerning data sharing.  

 

The comparative analysis highlighted that the intended objectives of data sharing 

frameworks were closely related to regulatory and market failures. And the assessment 

of these market failures was derived from conducting impact assessments and extensive 

stakeholder consultations. Following these assessments of gaps; the expected value and 

benefits of data sharing are determined. In doing so, the countries have followed 

different approaches that provide unique learnings for India to re-evaluate its approach.  

 

3) Stakeholder Consultation: Key informant interviews were conducted with national and 

international policy experts, legal experts and industry representatives. These 

consultations aimed to validate our BSA with primary information and develop our 

understanding of the Indian realities regarding data-sharing. Industry representatives 

highlighted that while this initiative is in the right direction, details and nuances regarding 

incentives and balancing costs need to be fleshed out.  

They warned that the industry might not adopt these regulations if certainty is not being 

provided regarding security, data quality, anonymisation standards, and incentives. 

Experts also indicated that the first step in making such a policy should be to formulate a 

clear problem statement and stock existing policies. 
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Combined reading and assessment of these analytical perspectives presented in this report 

highlight issues, questions, and nuances that need further deliberation. The CoE needs to go 

back to the drawing board. In doing so, they must indulge in wider consultation and aim to 

achieve an appropriate balance between industry and consumer interest. It is also equally 

important to take stock of existing data-related policies and analyse their lacunae and derive 

learning instead of proposing yet another set of regulations that carry forward similar issues. 

The study makes relevant recommendations in this regard, carving out the learnings from 

these analytical perspectives.   

 

This report, being the output of Phase 1 of our project on Non-Personal Data Sharing in India, 

focuses on exploring the assumptions behind the rationale, intent, objectives, and 

approaches taken by the CoE in proposing the regulatory framework for NPD. In the second 

phase of our project, we have examined the approaches and governance mechanisms of Non-

Personal Data Sharing at length, assessing parameters like Scope of Data, Purpose of Sharing, 

Stakeholder Interactions, Governance Mechanisms, Data Valuation, Accountability, and 

Consumer Rights from multiple dimensions.  

 

We have also explored stakeholder concerns, security concerns, privacy issues, treatment of 

high-value datasets, and checks & balances to non-personal data sharing in the second phase 

report. Therefore, the phase two report asks and explores more fundamental questions on 

data sharing, while phase one dissects the assumptions of the CoE. Combined, the reports 

present a holistic and all-encompassing analysis of Non-Personal Data Sharing in India.  

 

Overall, it is pertinent to acknowledge that because of the dynamic nature of the data 

economy, achieving and enforcing targets will not be easy. A lot of experimentation in this 

regard is going on in various countries. In light of this, policy measures should develop 

evidence-based evaluation and assessments that can sustain and progressively evolve. 
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Context Setting   
 

 

ver the past few years, India has taken strides in developing policies, strategies, 

infrastructure, and ideas to foster its digital economy. Many of such initiatives aim 

ǘƻǿŀǊŘǎ ŀŎƘƛŜǾƛƴƎ LƴŘƛŀΩǎ ǘǊƛƭƭƛƻƴ-dollar digital economy goal.4 These strides are not just 

limited to India and countries around the globe are actively working towards tapping into the 

potential of Ψall things digitalΩ. In doing so, India and other countries have identified data as 

an important facet of the digital economy.  

 

To unpack this facet and realise its potential, countries have introduced policy frameworks to 

regulate its usage and sharing. The OECD and the World Bank5 have also recognised the value 

of data reuse and sharing for development and economic advancement. At the same time, 

they have also focused on ancillary concerns and pre-requisites such as having strong 

cybersecurity and data protection laws; identifying safeguards for the citizens in data sharing; 

having appropriate frameworks for classifying data categories, robust open data policies and 

intellectual property regimes and balancing incentives.  

 

The World Bank, in its Report, has specifically focused on integrating data sharing regulation 

within policies and the economic environment of the countries. 

 

Following the same trend, the CoE in India released the first version of the Report on Non-

Personal Data Governance Framework in 2020. The revised Report was released in 2021, 

which made attempts to incorporate feedback given on the first Report. The Report aims to 

regulate non-personal data sharing to facilitate its usage for public interest purposes and 

establish community rights in data.  

 

While /ƻ9Ωǎ intention in this regard is laudable as it presents much-needed foresight and 

direction to think about the value of data for the Indian economy, however, it also brings to 

the forefront the need to further evaluate assumptions around the rationale of the Report to 

assess ancillary concerns highlighted by the World Bank and OECD reports and placing them 

 
4  https://www.meity.gov.in/writereaddata/files/india_trillion-dollar_digital_opportunity.pdf 
5  https://www.worldbank.org/en/publication/wdr2021 

O 
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within the context of targeted regulatory and market failures, policy maturity, market 

mapping and needs assessments. 

 

While this framework is novel in its approach and ideation, the political, legal and economic 

context within which it has originated is equally important to consider. The focus on 

regulating NPD and fostering data sharing is presented as new and novel. However, the 

initiatives to unlock the potential of data were initiated in 2012 with the National Data Sharing 

and Accessibility Policy (NDSAP), which obligated sharing non-personal and non-sensitive data 

collected by the public sector in the machine human-readable format. The goal of the policy 

was to achieve transparency and foster innovation. However, it has been observed that the 

policy failed to gain pace despite setting up an open government data platform (data.gov.in). 

Many of the data-rich government departments like the NSSO or ISRO did not leverage the 

platform.  

 

At the same time, many of the departments which had initiated the data sharing have now 

stopped doing so, for example, the Central Board of Indirect Taxes and Customs (CBITC) and 

the Bureau of Indian Standards. Business lobbies have also questioned the inadequacy of the 

quality of data, rendering the platform futile. Data of entities such as the Open Survey of India 

also have significant errors in their data. A lot of these concerns also emanated from the 

conflict of data sharing with the copyright regime.6  

 

Many of the limitations in sharing geospatial data, such as cumbersome licensing procedures, 

have only been addressed very recently after years of negligence,7 while for other sectors, the 

gaps remain.  

 

In a similar view, the 2019-20 Economic Survey of India had a chapter that focused on the 

Ƴƻǘǘƻ ƻŦ άŘŀǘŀ ƻŦ ǘƘŜ ǇŜƻǇƭŜΣ Řŀǘŀ ōȅ ǘƘŜ ǇŜƻǇƭŜ ŀƴŘ Řŀǘŀ ŦƻǊ ǘƘŜ ǇŜƻǇƭŜΣέ emphasising the 

need of harnessing data with the public sector for innovation, however as highlighted above 

the public sector data-sharing still seems inadequate in India, due to lack of active 

participation by government departments, inadequate data quality and copyright and 

licensing issues.8 

 

Another impetus in this direction has been the introduction of the Open API Policy,9 which 

aims to create an infrastructure through which software-based resources are openly available 

 
6  ΨhǇŜƴ 5ŀǘŀ ƛƴ LƴŘƛŀΥ Lƴ ŀ wŜǎǘǊƛŎǘƛǾŜ /ƻǇȅǊƛƎƘǘ wŜƎƛƳŜΣ ±ƻƭǳƴǘŀǊȅ hǊƎŀƴƛǎŀǘƛƻƴǎ tƛǘŎƘ ƛƴ ǘƻ aŀƪŜ 5ŀǘŀ !ŎŎŜǎǎƛōƭŜΩΣ 

Economic and Political Weekly, 5 June 2015, 7ς8, https://www.epw.in/engage/article/voluntary-organisations-india-
counteract-states-copyright-regime-open-data. 

7  https://pib.gov.in/PressReleseDetail.aspx?PRID=1698073 
8  https://www.indiabudget.gov.in/budget2019-20/economicsurvey/doc/vol1chapter/echap04_vol1.pdf 
9  https://www.meity.gov.in/writereaddata/files/Open_APIs_19May2015.pdf 

https://www.epw.in/engage/article/voluntary-organisations-india-counteract-states-copyright-regime-open-data
https://www.epw.in/engage/article/voluntary-organisations-india-counteract-states-copyright-regime-open-data
https://www.epw.in/engage/article/voluntary-organisations-india-counteract-states-copyright-regime-open-data
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to start-ups. The Fintech sector has been trying to leverage this initiative to introduce Data 

Empowerment and Protection Sharing (DEPA), which provides a framework through which 

consent-based data sharing could be made functional through APIs.10  

 

{ƛƳƛƭŀǊƭȅΣ w.L ƘŀŘ ŀƭǊŜŀŘȅ ŀƴƴƻǳƴŎŜŘ ǘƘŜ ǎŜǘǘƛƴƎ ǳǇ ƻŦ Ψ!ŎŎƻǳƴǘ !ƎƎǊŜƎŀǘƻǊΩ ŀǎ ŎƻƴǎŜƴǘ 

dashboards through which consumers can choose how their financial data will be managed. 

However, there have generally been concerns regarding usability, trust, and linkages with 

India's data protection landscape.11 

 

Key technological developments in the past few years have also been focused on Artificial 

Intelligence (AI) to tap into the potential of data to create services. To this end, NITI Aayog 

released the National AI Strategy in 2018, after the Government infused Rs. 3,660 crores for 

developing AI, the internet of things (IoT), machine learning and other quantum computing 

technologies. 

  

The NITI Ayog paper recommended focusing on health, education, agriculture, and smart 

cities and proposed setting up an AI Research, Analytics and knowledge Assimilation 

(AIRAWAT) platform, a cloud computing infrastructure. These initiatives have been novel; 

however, the adoption of AI in India is still low as complimenting data protection frameworks 

and cybersecurity are not adequately developed. 

 

Along with this, cloud computing infrastructure is just starting to develop and there is no 

integration of ethics with AI and ML systems. The quality of data is poor and it lacks the 

professional capacity to develop these systems.12  

 

Many of these challenges are also relevant in data-sharing as AI development relies 

significantly on the availability of data-sharing infrastructures. The most recent development 

has been the setting up of the National AI Portal,13 which aims to provide resources and a 

holistic overview of developments related to AI in India. India also launched the Indian Urban 

Data Exchange;14 however, we are still to get results from the pilots of this initiative. Learning 

from such initiatives and policies is important to be integrated into the umbrella policy 

frameworks. 

 

 
10  https://pn.ispirt.in/a-great-leap-forward-to-transform-fintech-data-empowerment/ 
11  http://financelawpolicy.umich.edu/files/raghavan-singh-regulation-of-information-flows-as-central-bank-functions-

implications-from-treatment-account-aggregators-india.pdf 
12  https://indiaai.gov.in/article/five-challenges-for-ai-adoption-in-india-and-what-are-we-doing-about-them 
13  https://indiaai.gov.in/ 
14  http://www.rbccps.org/wp-content/uploads/2018/12/The-Indian-Urban-Data-Exchange.pdf 
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Along with this, development towards data sharing is also underway in the healthcare sector. 

Parallelly, states like Telangana15 and Karnataka16 have developed fairly advanced open data 

initiatives and push for developing AI and data sharing infrastructures. In contrast, other 

states have still not signed off on the open data initiatives to make their data available. The 

integration and impact assessments of these initiatives could be precious for the NPD sharing 

framework.  

 

The above context also illustrates that the developments related to data-sharing have been 

happening in different contexts and sectors. The Personal Data Protection Bill 2019 (PDP Bill) 

is still in the pipeline, creating parallel and conflicting narratives with the NPD Governance 

Framework.  

 

The aim of setting this context and overview is to highlight that India is on the path towards 

building a fostering data-sharing environment. However, this cannot be achieved without 

addressing the issues from the open data initiatives to the PDP Bill. The Report's rationale 

needs to be questioned, examined and analysed in light of such issues before developing an 

umbrella framework for non-personal data sharing. There is a need to unpack further the 

assumptions which could continue to cause unintended consequences, pushing India back 

from its goal to build a sustainable digital economy.  

 

At the same time, it is important to think about the functionality of the NPD Governance 

Framework in the context of challenges of infrastructure, capacity, adequate safeguards, 

trust, inadequacies of legal regimes already faced by the existing data, AI and other related 

policies.  

  

 
15  https://data.telangana.gov.in/,https://www.livemint.com/Companies/iZKdgU1KkQh4azdSKCZ31O/Telanganas-open-

data-policy-to-help-startups-address-pub.html 
16   https://egov.eletsonline.com/2009/12/karnataka-state-data-centre-sharing-common-infrastructure/ 
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Key Learnings    
 

 

1) /ƭŜŀǊ ΨǇǊƻōƭŜƳ-ǎǘŀǘŜƳŜƴǘ ŀƴŘ ƻōƧŜŎǘƛǾŜǎΩ ōŀŎƪŜŘ ōȅ ŜǾƛŘŜƴŎŜ: It is laudable that the 

Report intends to foster innovation in the public interest by enabling greater value 

realisation from NPD. However, the envisaged goalposts signalling fulfillment of such 

intent are broad and unclear.  

 

The evidence to link these objectives to rationale, targeted gaps, market need, and policy 

landscape in India is missing. It should learn from the experiences of superimposing a 

novel governance structure over weak institutional capacities negating optimal 

interaction, transparency, and accountability frameworks among citizens, industry, 

market, and the state.  

 

This necessitates undertaking a Regulatory Impact Assessment (RIA) of non-personal data 

governance framework for India, which would require identifying the problem, defining 

the problem statement unambiguously, establishing linkages with intended objectives, 

analysis of costs and benefits of different regulatory options (including no-regulation, self-

regulation, and co-regulation) on different stakeholders and sectors, and selecting the 

most appropriate option, costs of which are likely to be significantly outweighed by 

benefits. 

 

2) Agile and Flexible Data Sharing Framework: Data economy is very dynamic, and it evolves 

and grows fast. /ƻƴǎƛŘŜǊƛƴƎ ǘƘŀǘ LƴŘƛŀΩǎ ŘƛƎƛǘŀƭ ŜŎƻƴƻƳȅ ǿƛƭƭ ƎǊƻǿ rapidly, the data sharing 

models should be agile rather than stringent to avoid compliance burden. It should have 

the flexibility for businesses at the initial stages so that, going forward, technological 

development and new business practices could be imbibed to scale up its operations.  

 

The government's objective should be to foster the businesses by providing flexible 

guidelines rather than imposing stringent regulations for data management. To build such 

a framework, wider consultation is required with industry stakeholders and small and 

medium enterprises to develop the required agility.  
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3) Identifying Adequate Pre-Requisites: Data is very different from other resources that 

existing regulations and infrastructure have dealt with. Therefore, it is imperative to take 

stock of current open data policies and other sectoral-level data-sharing initiatives, 

providing important lessons regarding the availability, demand, and usability of data. 

 

Additionally, it is important to assess the gaps in the technical capacities of start-ups 

pertaining to data management before suggesting a framework that can stimulate 

businesses to upgrade. In this regard, we could also be informed by global developments, 

including the approach taken by other jurisdictions that have adopted the principles of 

findability, accessibility, interoperability and reusability (FAIR) to ensure quality data. 

 

These principles should be the starting point of data standardization and the government 

should help businesses achieve these standards. Along with this, having appropriate data 

protection, cybersecurity and intellectual property regimes is also equally important. 

 

4) Adopting Appropriate Policy Sequencing: Considering the pre-requisites of the data-

sharing framework, the starting point should be establishing appropriate mechanisms for 

open data-sharing policies. It is important first to unlock public sector data to be used for 

public interest purposes. This is also informed from the experiences of other jurisdictions, 

which started from developing their open data policies, which also informed them about 

data usage practices.  

 

To avoid conflicting narratives around Personal Data Protection Bill and the non-personal 

data governance framework, one framework should follow the other. As seen in other 

jurisdictions where a personal data regulation is the first step in regulating any kind of 

data, it might be beneficial if the committee formulates its approach after the 

implementation of the proposed Personal Data Protection Bill 2019 (PDP Bill). This will 

help establish ŀ ΨǊƛƎƘǘǎ-ōŀǎŜŘ ŀǇǇǊƻŀŎƘΩ ŦǊƻƳ ǿƘƛŎƘ ŀ ŎƻƳƳƻƴ ǳƴŘŜǊǎǘŀƴŘƛƴƎ ƻŦ ǾŀƭǳŜǎ 

and principles can be internalised within the data economy.  

 

Moreover, the next steps in data sharing should be mindful that anonymisation 

techniques are not a full-proof solution, which convolutes the basis of the categorisation 

of NPD. 

 

The CoE must also take a liberal and settled view in the global context on how to treat 

data and what kind of rights and responsibilities are to be associated with it. Given that 

ǎŜǾŜǊŀƭ ƻǘƘŜǊ ƧǳǊƛǎŘƛŎǘƛƻƴǎ ŀǊŜ ŘŜŦƛƴƛƴƎ ǇǳōƭƛŎ ŘŀǘŀΣ ƛǘΩǎ ƭƛƪŜƭȅ ǘƘŀǘ ƛƴǘŜǊƴational trade 

agreements will come with a caveat of liberal use of data in the future. Therefore, the CoE 
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must ensure that the framework is aligned with other policies that the government is 

pushing for, such as foreign trade policy, to ensure greater convergence. 

 

5) Assessing Market Needs and Incentives: It is important to undertake an assessment of 

market discrepancies and assess the risk of incentive misalignments which could stifle 

innovation and dis-incentivise investments, before even considering mandatory data 

sharing alternative.  

 

These unintended consequences emerge due to neglect of ΨǇǊƻǇƻǊǘƛƻƴŀƭƛǘȅΩ ōŜǘǿŜŜƴ 

private costs (current and foreseeable) and public benefits, which is vital in understanding 

the loss of incentive for smaller start-ups. Equally vital is the consideration of incentives 

for all actors in the data-sharing process, even for the data trustees to maintain 

sustainable infrastructure and avoid leaning towards private interest due to lack of 

incentives. 

 

6) Appropriately understanding of the purpose of NPD Sharing:- The nature of data is multi-

faceted. Its value is lucid. As such, attribution to its nature and value cannot be done in a 

vacuum. There are multiple factors to consider: proprietary rights in data, power 

dynamics in data usage, quality of data, the cost involved in data management, and 

interoperability challenges. To address this, the CoE should try to avoid the άone size fits 

ŀƭƭέ approach.  

 

It ǎƘƻǳƭŘ ǎǘǊƛǾŜ ǘƻ ŀŎƘƛŜǾŜ ΨǇǊƻǇƻǊǘƛƻƴŀƭƛǘȅΩ between private costs and public benefits, 

examine the ΨƴŜŎŜǎǎƛǘȅΩ ƻŦ ŀŎƘƛŜǾƛƴƎ ǇǳōƭƛŎ ōŜƴŜŦƛǘǎ through mandatory data sharing while 

establishing the inability to facilitate sharing ƻǘƘŜǊǿƛǎŜΣ ŀƴŘ ŜƴǎǳǊŜ ΨǊŜŀǎƻƴŀōƭŜƴŜǎǎΩ ƻŦ 

achieving such objectives in practice to give a more purposive construction.  

 

This test can aid in rationalising the scope of public interest and laying down appropriate 

principles in this regard, which can protect the interests of data principals, communities, 

and start-ups. 

 

7) Consumer Welfare and Appropriate Safeguards: The CoE must consider specifying how 

άduty of careέ should be approached by data custodians and data trustees, which can be 

private as well as government entities. In this regard, there is a need to have pilot and 

feasibility studies before establishing clear rules with regard to the fiduciary responsibility 

of data trustees with appropriate safeguards, certification mechanism, clear mission 

statements, unbiased representation, and taking into account interoperability and 

sustainability requirements.  
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The focus here should be on building trust between the intermediaries, community and 

consumers, through contractual or other legal safeguards, with clear liability and 

accountability frameworks. Some of these could be informed from existing data-sharing 

and data protection practices within the private sector for the public interest. Thus, 

mapping existing initiatives in the Indian context is vital to understand the gaps and risks 

involved in data-sharing.  

 

Furthermore, it is vital to keep in mind that there can be risks of exclusion errors by giving 

a Ψpublic goodΩ treatment to data. Thus, there can be liabilities and risks of exclusion 

errors. Hence, it is essential to pay due attention to the definition of community, 

misalignment of incentives, risk of biases with data trustees. In this regard, it is important 

first to consider the current institutional capacities and the need to learn from our 

experiences.  

 

8) Re-assessing Existing Legal Regimes: It will be beneficial if the CoE re-evaluates its 

jurisprudential and legal basis of establishing community rights through understanding 

ǘƘŜ ŘƛŦŦŜǊŜƴŎŜǎ ōŜǘǿŜŜƴ ǘǊŀŘƛǘƛƻƴŀƭ ƴƻǘƛƻƴǎ ƻŦ ΨƛŘŜƴǘƛŦƛŀōƛƭƛǘȅΩ ƻŦ ŎƻƳƳǳƴƛǘȅ ǿƛǘƘ ŀ 

resource and that related to data. It is also equally important to internalise that the 

community identification with data is a gradual process. As people will understand privacy 

rights and the importance of data, communities will emerge on their own and may not 

necessarily require regulatory stimulation.  

 

To nudge this process, open data practices and voluntary data sharing mechanisms, 

developed through robust consultative mechanisms could be explored in publicly funded 

institutions and projects. When determining the data sharing for sovereign purposes, the 

committee must recognise the importance and applicability of the three-pronged test of 

proportionality, legality, and necessity that the Supreme Court of India has interpreted in 

Justice KS Puttaswamy v. Union of India. 

 

Additionally, it is important to consider and analyse, the regulatory objective of the Non-

Personal Data Authority, as it may overlap with the jurisdiction of the Competition 

Commission of India (CCI) if it is intended to address the problem of inequitable 

distribution and of the Data Protection Authority (DPA) in the case where there are no 

clear boundaries between personal and non-personal data.  

 

At this stage, it might be important to take stock of the regulatory landscape and tools 

available, specifically sector-level regulations, to examine their applicability within the 

data economy. 
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Introduction 

Globally, initiatives for sharing NPD are being explored through frameworks, principles, codes, 

and mechanisms on different aspects such as: upholding data rights, ensuring trust, fostering 

fair competition and innovation, protecting consumers, preserving intellectual property, 

promoting research, enabling legitimate aims of the state, and spurring economic growth.17 

These initiatives are being led by the industry as well as the government. India has also taken 

a step forward in this direction and thus constituted a CoE on the NPD Governance 

Framework, which has recently released its Report (the Report).18  

 

One of the key rationales of the Report pertains to unlocking the economic value of data for 

ΨǇǳōƭƛŎ ƛƴǘŜǊŜǎǘ ǇǳǊǇƻǎŜǎΩ ǘƘǊƻǳƎƘ ŜǎǘŀōƭƛǎƘƛƴƎ ŎƻƳƳǳƴƛǘȅ ǊƛƎƘǘǎ ƛƴ ŘŀǘŀΦ Lƴ ǘƘƛǎ ǊŜƎŀǊŘΣ ǘƘŜ 

Report recommends sharing NPD for spurring innovation with appropriate safeguards. 

Despite having progressive intentions, there seems to be broken linkage between the 

objectives and rationale of the Report and pieces of evidence, assumptions, observation and 

the approach taken by the Report regarding market failures; regulatory gaps; nature of data; 

linkage between data access and sharing and the intended economic and societal benefits; 

maturity levels in terms of infrastructure and business practices; and policy maturity.19  

 

This raises questions about the objectives that are intended to be achieved and the 

unintended consequences and costs emerging from such a framework. It is, therefore, 

important to dispassionately examine the proposed NPD framework in India.     

 

To this end, an in-depth assessment is undertaken through secondary research in the form of 

baseline scenario assessment (BSA) to examine the rationale of the Report i.e., to come up 

with a set of recommendations for realising the value of data for the benefit of citizens and 

communities in India and to leverage its public and economic value.  

 

This assessment is undertaken in the light of the arguments in the context of ς  

1. Lack of clarity on the market, regulatory, and government failures that the Report address. 

2. Lack of adequate evidence in formulating assumptions around maturity and facets of 

India's data market and digital economy. 

3. Insufficient assessment of data protection, competition, intellectual property regimes, 

etc. in India to determine the policy maturity, inter-linkages and conflicts. 

 

 
17  For instance, see Analytical report on EU law applicable to sharing of non-personal data, 

https://eudatasharing.eu/sites/default/files/2020-
02/EN_AR%20on%20EU%20law%20applicable%20to%20sharing%20of%20non-personal%20data.pdf 

18  https://static.mygov.in/rest/s3fs-public/mygov_160975438978977151.pdf 
19  https://cuts-ccier.org/pdf/comments-on-revised_npd-governance-framework.pdf 

https://eudatasharing.eu/sites/default/files/2020-02/EN_AR%20on%20EU%20law%20applicable%20to%20sharing%20of%20non-personal%20data.pdf
https://eudatasharing.eu/sites/default/files/2020-02/EN_AR%20on%20EU%20law%20applicable%20to%20sharing%20of%20non-personal%20data.pdf
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The BSA (as given below) presents concern in the form of questions to identify gaps, 

ambiguities, and missing steps in establishing rationale; accounting for evidence, and 

assessing Indian realities as stated by the Report in making a case for non-personal data 

sharing and regulation.  

 

1. Assumptions behind the Rationale 

1.1  Nature of Data 

Details from the arguments as presented in the Report 

¶ Throughout, the Report makes strong claims about data as a resource to be used 

ΨŀǎΩ ǇǳōƭƛŎ ƎƻƻŘ ŀƴŘ ΨŦƻǊΩ ǇǳōƭƛŎ ƘŀǾƛƴƎ ǎƻŎƛŀƭΣ ǇǳōƭƛŎ ŀƴŘ ŜŎƻƴƻƳƛŎ ǾŀƭǳŜΦ The 

Report picks up from the previous version and looks at data through two 

lenses, i.e., an economic lens through which it can create value and an 

informational lens that creates a potential for privacy harm.20  

Thus, the Report asserts that to realise the economic value and protect 

against potential privacy harms, a regulatory framework is required to enforce 

community rights in NPD and enable its sharing.21  

However, the Report does not adequately support the link of this assertion 

with the need for regulation. It does not adequately identify a comprehensive 

problem statement that it wants to address through enabling data sharing for 

public interest purposes in the same way as other material resources.  

¶ The Report perceives high valued dataset (HVD) (a particular subset of a dataset) 

to be mandatorily shared as a public good for larger public and community 

interest.22 A legal justification of this is also emerging from the committee's 

ƻōǎŜǊǾŀǘƛƻƴ ǘƘŀǘ Řŀǘŀ ǎƘƻǳƭŘ ōŜ ŎƻƴǎƛŘŜǊŜŘ ŀ ΨƳŀǘŜǊƛŀƭ ǊŜǎƻǳǊŎŜΩ. Its equitable 

distribution should be ensured under Article 39 of the Indian Constitution. Here 

the Report assumes that data can be compared to other material resources such 

as forests or water to establish community rights in data.  

It seems that Report ŎƻƴŦǳǎŜǎ ΨŘŀǘŀ ŀǎ ǇǳōƭƛŎ ƎƻƻŘΩ ŀƴŘ ΨŘŀǘŀ ŦƻǊ the public 

ƎƻƻŘΩΦ Moreover, ǘƘŜ wŜǇƻǊǘ ƛŘŜƴǘƛŦƛŜǎ Řŀǘŀ ŀǎ ΨǇǳōƭƛŎ ƎƻƻŘΩ ǿƛǘƘƻǳǘ 

considering the externalities that might emerge from such interpretation. 

Furthermore, it assumes that regulatory and technical capacities could be 

developed to make data available as a public good. 

¶ Alternatively, the Report also has an underlying tone of assumption for data to 

ōŜ ŎƻƴǎƛŘŜǊŜŘ ŀǎ ŀ ΨǇǳōƭƛŎ ƛƴŦǊŀǎǘǊǳŎǘǳǊŜΩ ǎǳŎƘ ŀǎ ǊƻŀŘǎ ƻƴ ǿƘƛŎƘ ƻǘƘŜǊ ǎŜǊǾƛŎŜǎ 

 
20  Page 42, Appendix 2 of the Report  
21  Page 6 of the Report  
22  Page 19 of the Report  
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could be built. However, here again, it assumes that data is comparable to other 

tangible infrastructures. 

¶ The report also states that data is non-rivalrous, and several organisations can 

consume its value without degrading its value to the relevant community.23 

Moreover, it states that benefits accruing from sharing the community data 

must also flow back to the community; thus, in economic, social, and public 

interest purposes, community data should be shared.24  

Here, while the Report considers the non-rivalry as characteristic of NPD, it 

negates the factoring of non-excludability of such data. Additionally, it assumes 

that considering data as a public good or other material resources and 

enforcement of community rights in NPD will benefit the community without 

any appropriate evidence or analysis of this assertion. 

 

Concerns  

¶ Studies and experts have indicated that data is different from other natural 

ǊŜǎƻǳǊŎŜǎ ǎǳŎƘ ŀǎ ΨƻƛƭΩ ōŜŎŀǳǎŜ ƻŦ how the value is derived from data. Such a 

balance sheet approach to the economy cannot be applied to data. This is 

because data itself does not have inherent value and is not finite. It is only one 

piece in the value generation chain; it is only when organisations process data 

for insights that value is created.  

Thus, any data regulation that focuses on access/ sharing will not 

automatically benefit society. On the contrary, it may deter businesses from 

innovating and finding unique solutions to customer needs, minimal and 

medium enterprises and start-ups, who may be forced to share the data they 

collect and process, with great difficulties.25 

This necessitates a further examination from the economic lens as proposed 

by the Report. There is a need to question - is data similar to other economic 

resources? And, in what form is the value derived from data, specifically in the 

Indian context? 

¶ Conceptually public goods are non-rivalrous and non-excludable. The form in 

which NPD currently exists with private companies makes it non-rival and 

excludable only due to the option of transferability through voluntarily 

foregoing the existing intellectual property rights and commercial value in data. 

¢Ƙƛǎ ƳŀƪŜǎ Řŀǘŀ ŀ ΨŎƭǳō ƎƻƻŘΩ ƻǊ ΨƛƳǇǳǊŜ ǇǳōƭƛŎ ƎƻƻŘΩΦ26  

 
23  Page 16 of the Report 
24  Page 6 of the Report 
25  Dr Michael Mandel, The Economic Impact of Data: Why Data Is Not Like Oil. Progressive Policy Institute. 2017.  
26  ά!ǊŜ 5ŀǘŀ aƻǊŜ ƭƛƪŜ hƛƭ ƻǊ {ǳƴƭƛƎƘǘΚΣέ The Economist, February 20, 2020, https://www.economist.com/special-

report/2020/02/20/are-data-more-like-oil-or-sunlight. 

https://www.economist.com/special-report/2020/02/20/are-data-more-like-oil-or-sunlight
https://www.economist.com/special-report/2020/02/20/are-data-more-like-oil-or-sunlight
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While ensuring the fact that the data that is protected by the Intellectual 

Property is not treated as a public good, there is a need for further assessment 

to evaluate the possibility, requirements, and costs of transitioning data from 

ŀ ΨŎƭǳō ƎƻƻŘΩ ǘƻ ŀ ΨǇǳōƭƛŎ ƎƻƻŘΩ, which would lead to disincentivising of 

businesses? 

¶ Research has also pointed that considering data as a public good should be 

closely assessed in the light of power dynamics, as giving access to one 

stakeholder may conflict with the interest of the other, which may create 

externalities such as increasing risks of misuse of data and affecting stakeholders 

who in the first place collected such data.  

Therefore, before considering data to fulfill national or public interest 

purposes, the moral necessity of sharing such data needs to be identified.27 This 

also warrants a deeper examination of - whether and what data should be 

considered ŀǎ ŀ ΨǇǳōƭƛŎ ƎƻƻŘΩ ŀƴŘ ƛƴ ǿƘŀǘ ŎƛǊŎǳƳǎǘŀƴŎŜǎΚ 

And, if so, what kind of data can be classified as a public good, and how do 

we separate proprietary and non-public data from public ǎŜŎǘƻǊ ΨƻǇŜƴΩ data? 

And can one size fits all approach be the right way forward when regulating 

Řŀǘŀ ŦƻǊ ΨǇǳōƭƛŎ ƎƻƻŘΩΚ 

¶ Similarly, another study examining data as the infrastructure through 

assessment of three legal regimes i.e., Public Sector Information Directive, 

Vehicular data sharing and the Electricity directive in Europe, observed that if 

data sharing is to be mandated, ǘƘŜ ƎǊŀƴǳƭŀǊƛǘȅ ƻŦ ΨǇǳǊǇƻǎŜΩ ƻŦ ǎƘŀǊƛƴƎ ǎƘƻǳƭŘ ōŜ 

determined, instead of taking a one size fits all approach in all cases. It further 

stated that data is not a commodity and since its value changes with each 

transfer and reuse, the purposive infrastructure would be beneficial.28  

Thus, before assuming data as public infrastructure, it needs to be 

questioned ς what is the purpose of assigning data as a public infrastructure? 

¶ A study while examining the rights over data indicated that factors such as 

incentives for data collection, market dynamics, and existing intellectual 

property rights play an important role in establishing the legal right over data.29  

These points towards the need for determining - how the legal rights over 

data exist in the current scenario? Are there any existing proprietary rights in 

data affecting the excludability factor? If so, will there be conflicts with existing 

 
27   Taylor L. 2016 The ethics of big data as a public good: which public? Whose good? Phil. Trans. R. Soc. A 374: 

20160126. http://dx.doi.org/10.1098/rsta.2016.0126 
28  /ƘŀǊƭƻǘǘŜ 5ǳŎǳƛƴƎΣ ά5ŀǘŀ ŀǎ LƴŦǊŀǎǘǊǳŎǘǳǊŜΚ ! {ǘǳŘȅ ƻŦ 5ŀǘŀ {ƘŀǊƛƴƎ [ŜƎŀƭ wŜƎƛƳŜǎΣέ Competition and Regulation in 

Network Industries 21, no. 2 (June 1, 2020): 124ς42, doi:10.1177/1783591719895390. 
          29 {ǘŜǇŀƴƻǾΣ LǾŀƴΦ άLƴǘǊƻŘǳŎƛƴƎ ŀ tǊƻǇŜǊǘȅ wƛƎƘǘ ƻǾŜǊ 5ŀǘŀ ƛƴ ǘƘŜ 9¦Υ ¢ƘŜ 5ŀǘŀ tǊƻŘǳŎŜǊΩǎ wƛƎƘǘ ς ŀƴ 9ǾŀƭǳŀǘƛƻƴΦέ 

International Review of Law, Computers & Technology 34, no. 1 (January 2, 2020): 65ς86. 
https://doi.org/10.1080/13600869.2019.1631621. 

https://doi.org/10.1177/1783591719895390
https://doi.org/10.1080/13600869.2019.1631621
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proprietary claims in data and the envisaged idea of data as an economic good 

having beneficial ownership for realising its economic, public, and sovereign 

value?  

¶ Research also indicates that creating commons rights in the resource for making 

it available for public interest may not transform into equitable access to a 

resource.30 In such cases, access to a resource may be limited by access to 

knowledge, financial and technical resources with a certain section of the 

community, which may also create exclusion.31 

Considering this, it is important to assess how community rights in data 

translate into deriving public benefits in data? What are the risks involved with 

such a prescription? 

 

1.2 Value of Data 

Details from the arguments as presented in the Report 

¶ The report states that data creates economic value and wealth, apart from social 

and public value.32 On this basis, the Report states that regulation is necessary 

to enforce community rights and create a framework to unlock its economic 

benefits.33 

Here, the Report assumes that regulation is a silver bullet to unlock and 

internalise the value of data without identifying problems with the existing 

scenario, establishing market failure, considering the capacities of the 

community, data trustees and data requestors to leverage the data access such 

that its value can be realised. 

¶ The report states that data holds value to the community as such, the access to 

Řŀǘŀ ŀǎ ŀ ΨǇǳōƭƛŎ ƎƻƻŘΩ ŦƻǊ ǇǳōƭƛŎ ƛƴǘŜǊŜǎǘ ǇǳǊǇƻǎŜǎ ǿƻǳƭŘ ōŜ ǳǎŜŦǳƭΦ IƻǿŜǾŜǊΣ 

the Report makes this assumption by ŜǉǳŀǘƛƴƎ Řŀǘŀ ǿƛǘƘ ΨƳŀǘŜǊƛŀƭ ǊŜǎƻǳǊŎŜǎΩ 

distributed for the common good.34 

The Report itself identifies that there are multiple ways to understand and 

treat data. Here, the Report assumes that a communityΩǎ understanding of data 

is similar to other resources, and through data trustees, communities will be able 

to leverage the value of data. 

 
30  !ƴǳǇŀƳ /ƘŀƴŘŜǊ ŀƴŘ aŀŘƘŀǾƛ {ǳƴŘŜǊΣ ά¢ƘŜ wƻƳŀƴŎŜ ƻŦ ǘƘŜ tǳōƭƛŎ 5ƻƳŀƛƴΣέ {{wb {ŎƘƻƭŀǊƭȅ tŀǇŜǊ όwƻŎƘŜǎǘŜǊΣ b¸Υ 

Social Science Research Network, July 7, 2004), https://papers.ssrn.com/abstract=562301. 
31  .ŀǊōŀǊŀ tǊŀƛƴǎŀŎƪΣ ά[ƻƎƎŜŘ ƻǳǘΥ hǿƴŜǊǎƘƛǇΣ 9ȄŎƭǳǎƛƻƴ ŀƴŘ tǳōƭƛŎ ±ŀƭǳŜ ƛƴ ǘƘŜ 5ƛƎƛǘŀƭ 5ŀǘŀ ŀƴŘ LƴŦƻǊƳŀǘƛƻƴ /ƻƳƳƻƴǎΣέ 

Big Data & Society 6, no. 1 (January 1, 2019): 2053951719829773, doi:10.1177/2053951719829773. 
32   Page 5 & Page 39, Appendix 2 of the Report 
33  Page 6 of the Report 
34  Page 34 of the Report 

https://papers.ssrn.com/abstract=562301
https://doi.org/10.1177/2053951719829773



















































































































